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Bo Bcex guctpubytuBax GNU\Linux pns obecnedeHus ceteBor 6e3onacHoCTH
M M30NSUUM BHYTPEHHUX TNPOLECCOB OT BHEWHEWN cpepbl MCMNONb3yeTcCH
iptables. Ero HacTpoika MOXeT NoKa3aTbCA OYEHb CJIOKHOW ONA HOBbIX
nonb3oBaTenen, no3TOMy MHorume paucTtpubytmBbl co3pawT COOCTBEHHbLIE
0060/104KM, KOTOPbIE YNpoWaKwT MNPOLECC HACTPOMKMK.

B Debian wncnonb3yetcs obonoyka nop HaseaHuem UFW wunu Uncomplicated
FireWall.

CUHTAKCuc.

Onsa ynpaBneHns BO3MOXHOCTAMM 6paHaMayspa WMCNONb3yeTcs OOHOMMEHHAaS
KoOMaHpoa — ufw.

CMHTaKCUC KOMaHAObl TakoW:
$ ufw onuuyM pencTeBMe napameTpbl

Onumn onpepensawT obwme HACTPOWKM nNOBeOeHUA YTUIUTL, OEUCTBUE
yKa3blBaeT, 4YTO HYXHO cpenaTb, a napaMeTpbl — OOMOJIHUTEsIbHble CBefeHus
ons pencteus, Hanpumep, IP-appec unu HoMep nopTa.

Hanpumep:

--version — BbiBecTM Bepcuw OpaHoMay3pa;
--dry-run — TecTOBbLM 3anyCck, HWKaAKWe peaibHble [OENCTBUSA He
BbIMONTHAKTCS .

BeiBOO cnmMcka BO3MOXHbIX KoMaHpO UFW:

$ sudo ufw show

KomaHpgpbl.

[Ons BbINOMIHEHMS OENCTBUWA C YTUIIMTON OOCTYMHb Takue KOMaH[Obi:
enable — BknwuYMTL ¢aepsonn n fobaBuTb €ro B aBTO3arpysky;

disable — oTkmoYNTb (aepBONA U yOanuUTb €ro M3 aBTO3arpys3Ku;
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reload — nepe3arpy3unTtb ¢anepson;

default — 3apgpatb NoOAMTUKY N0 yMon4yaHwuiow, poctynHo allow, deny wu
reject, a Takxe Tpu Buga Tpaduka — incoming, outgoing wnu routed;

logging — BKAWYUTbL XypHANMPOBaHWE MNN U3MEHUTb YPOBEHb NOAPOOHOCTH;
reset — cbpocuTb BCe HACTPOMKM OO COCTOAHWUS MO YMOSYAHMIO;

status — nocMoTpeTb cocTodHMe ¢aepBona;

show — nocMoTpeTb oauMH M3 0T4YE€TOB O paboTe;

allow — pobaBuTb paspewawwee Npaswuo;

deny — pobaBuTb 3anpeuwawwee npasuno;

reject — po6aButb oTbpacbiBaluwee NpaBwuio;

limit — po6aBuUTb NMUMUTUPYIOLLEE MPABUNO;

delete — ypanutb npasuno;

insert — BCTaBUTb MpaBuIo.

HacTpouka.

Kak BKJIOYMUTD.

B cepsepHbix Bepcusax UFW no yMonuyaHuw BKIWYEH, a B Bepcuu ona Desktop
OH OTKIJIYEH.

BHumanue! 0O6bpatute BHMMaHMe, 4TO ecnu Bbl pabotaeTe no SSH, TO nepen
TeM, KakK BK4YaTb OpaHaMaysp, HyxHO gobaBuTb npasuno (unu ybepuTbes,
4YTO OHO ecTb), pa3pewawwee paboty no SSH, uHave y Bac He bypert
0OCTyna K cepBepy.

CHavyana cMOTpuUM cocCTosiHMe ¢daepBona:

$ sudo ufw status

$ sudo ufw allow OpenSSH
Ecnn oH He BKIWYEH, TO ero Heob6xoauMMO BKIIOYUTL:
$ sudo ufw enable

Nepe3anycTuTb C MPUMEHEHWEM MpaBu:



# sudo ufw reload
3aTeM Bbl MOXeTe CHOBA MOCMOTPETb COCTOSHME:

$ sudo ufw status

MonuTuka no ymonyaHuw.

Nepen TeM, Kak Mbl nepenpéM K pobaBneHuiw npasun, HeobxoouMMo yKasaTb
NONUTUKY No yMon4yaHuiw. Kakume penctBus OyayT NpUMEHATbLCA K MaKeTaMm,
eC/in OHW He nognafjanT nog Co3faHHble npasuna UFW?

Bce Bxopswme nakeTtbl OyaeM OTKIOHATb:
$ sudo ufw default deny incoming
A BCe ncxopsdwune paspewuMm:

$ sudo ufw default allow outgoing

MMeHa cepBUCOB.

Hanpumep, korpa Bbl ucnonb3yeTte komaHay ufw allow OpenSSH, UFW
(Uncomplicated Firewall) O6epetr wMeHa cepBMCOB W3 ¢anna
/etc/services. ITOT ¢ann COQEPXMT CMUCOK M3BECTHbIX CETEeBbIX CEPBUCOB
M COOTBETCTBYWWUX UM NOPTOB M NPOTOKOJSIOB.

Ecnu Bbl XOTUTE yBUAETb MOJIHBIN CMUCOK [OOCTYMHbLIX CEPBUCOB, Bbl MOXeTe
OTKpPbITb ¢ann /etc/services B TEKCTOBOM pefakTope WM UCNOMb30BaTb
KoMaHaoy cat /etc/services B TepMuHane.

$ sudo cat /etc/services

Korpa Bbl yka3biBaeTe uMA cepBuca (Hanpumep, OpenSSH), UFW wuwet 370
uma B Qpaune /etc/services, 4Tobb onpenenuTb, KakKoW NOPT M MNPOTOKON
cnepyeTt ucnonb3oBaTtb. Hanpumep, pna OpenSSH UFW HawpeT 3anucsb,
KoTopas ykKa3biBaeT Ha nopt 22 u npotokon TCP.

Mpumep 3anucu B /etc/services pna OpenSSH:
$ sudo grep -i ssh /etc/services

OTBeT:

# S5H Remote Login Protocol

TakuM obpa3oM, 3T0 bypeT paboTaTb Tak:

$ sudo ufw allow OpenSSH



TakuM obpa3om, komaHpga ufw allow OpenSSH ¢akTmyeckum pa3pewaert
BXOOdWne coeguMHeHns Ha nopt 22 no npotokony TCP.

LlobaBneHune npaswun.

YTtobbl CO3paTh pa3pewawuee npaBunyio, UCNOJIb3YETCA KOMaHOa allow.

BMecTo allow MoryTt mcnonb3oBaTbCA WM 3anpewakowme npasuna UFW — deny u
reject.

NpaBuno deny, ucnonb3yeTtcs npocTo 650kMpoBaTh Tpapuk 6e3 yBegoMneHus
KNueHTa, a npaBuno reject, ucnonb3yeTcs eCNM HYXKHO SBHO CoobwMUTb
K/TIMEHTY, 4YTO ero 3anpoc Obl1 OTKIIOHEH.

NpaBuno allow.
ﬂﬂﬂ ﬂoﬁaBﬂeHMﬂ npasunsi MOXHO UCNOJZIb30BaTb HpOCTOﬁ CUMHTaKCuUC:

$ ufw allow umsa_cnyxOsl
$ ufw allow nopTt
$ ufw allow nopT/npoTokKon

Hanpumep, 4T06bl OoTKpbiTb nopT UFW pgns SSH, moxHo pobaBuTb 0OHO M3
3TUX npasBun:

$ sudo ufw allow OpenSSH
$ sudo ufw allow 22
$ sudo ufw allow 22/tcp

MNepBoe M BTOpOEe NpaBuia pa3pewawnT BXOAAUME U UCXOAAUMEe NOAKINYEHUS K
nopty 22 pns nwboro npoTokosa, TPeTbe MpaBuio pa3pewaeTt BXoasuue wu
ncxopsauwme MNOAKIYEHUs O nopta 22 Tonbko no npotokony TCP.

MocMOTpeTb OOCTYMHblE UMEHA MPUIIOKEHUA MOXHO C MOMOWbLK KOMaHObI:
$ sudo ufw app list

MOXHO Takke yKa3aTb HanpaBfieHWe crieqoBaHus Tpaduka C MNOMOlWbI CIOB
out ons ucxopswero v in pns BXOASWero.

$ ufw allow HanpaBneHue nopt
NpaBuno deny.
DenctBue: Mpocto 6nokupyet Tpaduk 6e€3 oTnpaBkKM Kakoro-numbo oTeeTa.

NoBepenue: Korpa npaewuno deny npuMeHseTcs, NakeTbl, COOTBETCTBYyWlME
3TOMy npaBufy, NpocTo oTbpacbiBawTca. KNMEHT, OTNpaBnsioWMin 3anpoc, He
nosly4yaeT HUKAKOTrO YBEAOMSIeHMs O TOM, YTO €ero 3anpoc Obin



3abnoKupoBaH.

Mpumep ucnonb3oBaHusi: I3T0 MoXeT ObiTb MONIE3HO, €C/AIUM Bbl XOTUTE CKPbIThb
dakT cywecTBOBaHMSA cCcepBMUCaAa WM NpPOoCTO MoNnya OnokupoBaTb
HexenaTenbHbn Tpaduk.

Mpumepbl KOMaHpAb!:
$ sudo ufw deny from 192.168.1.100

dTa kKoMaHpga 6nokupyet Becb Tpapuk c IP-appeca 192.168.1.100 6e3
OTNpaBKM Kakoro-nmbo oTBeTa.

MpaBuno reject.

DeucTtBue: bnokupyet Tpapuk, HO oTnpaBnsetr obpaTHo coobuweHune 06
owmnbke.

NoBepeHue: Korpa npaBuno reject npumeHsieTcsa, nakeTbl, COOTBETCTBYWWME
3TOMy npaBuny, oTbpacbiBawTCsi, U KIAWEHTY oTnpasnsetca coobweHune 06
owunbke (Hanpwumep, ICMP unreachable pna TCP/UDP wunu ICMP port
unreachable pns ppyrux npotokonos). 370 coobuweHune wuHdopMmupyert
KITMeHTa O TOM, 4YTO ero 3anpoc Obll OTKJ/IOHEH.

Mpumep ucnonb3oBaHUA: DTO MOXET ObITb MOSIE3HO, €C/IN Bbl XOTUTE SBHO
coobuwmThb KJINEHTY, 4YTO €ro 3anpoc Obin 3a6J'IOKVIp0BaH, 4TO MOXET NOMOYb
B OWArHoCcTuke npo6neM nnun npeporTBpalleHnn MNOBTOPHLIX MNOMbITOK
nogkKnw4yeHnsq .

Mpumepbl KOMaHpbI:
$ sudo ufw reject from 192.168.1.100

dTa KoMaHpga 6nokupyet Becb Tpapuk c IP-apgpeca 192.168.1.100, Ho
oTnpaBnsfeT KNuMeHTy coobueHne 06 ownbke.

HekoTopbie npumepsl.

Hanpumep, pa3pewnM TONbKO WUCXOoOsaWwMi Tpapuk Ha nopT 80, a BXOAAWMM
3anpeTuM:

$ sudo ufw allow out 80/tcp

$ sudo ufw deny in 80/tcp
Takxe MOXHO uMcnonb3oBaTb 6onee NONHbIM CUMHTAKCUC pobaBneHuMs npasBun:

ufw allow proto npotokon from ip ucTto4yHuka to ip Ha3HaveHusa port
MOpPT_Ha3HayeHus



B kayecTBe ip_VICTO‘—IHMKa MOXEeT UCNOJIb30BaTbCA TaKXeE U apapec MNOACeTH.

HanpuMep, pa3pewuMm pgocTtyn co Bcex IP-appecoB ona uHtepdenca ethO no
npotokony TCP Kk Hawemy IP-appecy u nopty 3318:

$ sudo ufw allow proto tcp from 0.0.0.0/24 to 192.168.1.5 port 3318

Mpasuno limit.

C noMowbio npaBun limit MOXHO OrpaHM4YUTb KOAMYECTBO MNOOKIWYEHUN K
onpenenéHHoMy nopTy C ogHoro IP-appeca, 3T0 MoxeT ObiTb MOSI€3HO [ANf
3awnMThl OT aTak nepebopa naponen. Mo yMONYaHWIO MNOQKIWYEHUS
OnokuMpywTCsi, €CcnuM nonb3oBaTeNnb MNbiTaeTcsa co3faTbh WecTb U 6Honbuwe
nogkmovyeHnn 3a 30 CeKyHA:

$ sudo ufw limit ssh/tcp

K coxaneHuw, HacTpoOUTb BpPeMas U KONMMUYECTBO 3aMPOCOB MOXHO TOJbKO
yepe3 iptables.

[ipocMOTp CcOCTOAHUA.

MocMOTpeTb COCTOSIHME M [OEWUCTBYKWME Ha [OaHHbIA MOMEHT MpaBuiia MOXHO
KoMaHpon status:

$ sudo ufw status

Ytobbl nonyuyntb Oonee noapobHyw wWHOpMauUWK, WUCNONb3YWTE MNapaMmeTp
verbose:

$ sudo ufw status verbose

OTBeET:

Status: active

Logging: on (low)

Default: deny (incoming), allow (outgoing), disabled (routed)
New profiles: skip

To Action From
/tcp (OpensSSH) ALLOW Anywhere
ftep ALLOW Anywhere
/tcp ALLOW Anywhere
/tcp ALLOW Anywhere
/tcp (OpenSSH (v6)) ALLOW Anywhere (v6)
/tcp (v6) ALLOW Anywhere (v6)
/tcp (vé) ALLOW Anywhere (v6)
/tcp (vé) ALLOW Anywhere (v6)




C noMouwbl KoMaHOgbl Show MOXHO MOCMOTPETb Pa3Hble OTYeThl:

e raw — BCe aKTMBHble npaBuna B ¢opMaTe iptables;
e builtins — npaswuna, pob6aBneHHble MO YMOJSYAHUIO;

e before-rules — npaBuna, KOTOpble BLIMNONHANTCA Mepen MPUHATUEM
nakeTta;

e user-rules — npaBuna, pgobaBfeHHble NOSIb30BATENEM;

e after-rules — npaBuna, KOTOpble BLINOJNIHANTCSA MNOCHE MNPUHATUSA
nakeTa;

e logging-rules — npaBuia XypHanupoBaHWUs MNAKETOB;

e listening — oTobpaxaeT Bce npocnywuBaeMbie MOPTbl U MNpaBwuna Ans
HUX;

e added — HepaBHO pobaBneHHble NpaBuna.

HanpuMmep, nocMoTpuMM cnucok Bcex npasun iptables:
$ sudo ufw show raw

MocMOTpUM BCe MNPOCHyWUBAEMblE MOPTHI:

$ sudo ufw show listening

OTBeT:



tcp:
18050 (zabbix agent2)
* (sshd) -
[ 1] allow OpensSSH

* (rsync)
2] allow Jtcp

* (sshd)
5] allow OpenSSH

* (rsync)
6] allow Jicp

* (prometheus)
7] allow Jtcp

* (node exporter)

8] allow Jtep

{connmand )
{connmand )
* (avahi-daemon)
* (avahi-daemon)
* (connmand)
* (dhclient)
udp6:
* (avahi-daemon)
* (avahi-daemon)

Wnn HepaBHO pobaBreHHble npaBuna:
$ sudo ufw show added

OTBET:

Added user rules (see 'ufw status' for running firewall):
ufw allow OpenSSH
ufw allow ftcp

utw allow Jtep
utw allow Jtep

YpaneHue npasui.

Ytobbl ypanutb npasuno UFW, ucnonb3yetcs koMaHpga delete.
HanpuMep, ypanuM paHee co3faHHble npaswuna gng noprta 80:

$ sudo ufw delete allow out 80/tcp
$ sudo ufw delete deny in 80/tcp



XypHanupoBaHue B UFW.

Ytobbl oTnaxusatb paboty UFW, MoryT noHapobutcsa xypHans paboTsl
bpaHgoMayapa.

[Ona BKJWYEHUS XypHanupoBaHMsa McCnonb3yeTcs KoMaHpa logging:

$ sudo ufw logging on
$ sudo ufw logging medium

Takxe 3TOW KOMaHOOW MOXHO W3MEHWTb YPOBEHb XYpPHANMPOBAHUSA:

low — MWUHMMasnbHLIM, TONbLKO 3abONOKMPOBaHHbIE MAKEeThI;

medium — cpepHui, 3ab6NOKUPOBAHHBIE U pa3peléHHbie NaKeThl;

high — BbicOoKkuN.

XypHan coxpaHseTcsa B Katanore /var/log/ufw.

Kaxpasi cTpoyka XypHana MMeeT TaKOW CUHTAKCUC:
[UFW pencteue] IN=uHTepdeinc OUT=umHTepdenc SRC=ip mcTO4YHMKA
DST=ip Ha3HayeHus LEN=pa3Mep naketa T0S=0x10 PREC=0x00

TTL=64 ID=728 DF PROTO=npoTtokon SPT=nopT ucto4Huka DPT=nopT
Ha3Ha4vyeHua LEN=pa3mep naketa

B kauecTtBe peuncteus npusogutcsa 1o, 4T0o UFW cpenan C nakeTowM,
Hanpumep ALLOW, BLOCK wnu AUDIT. Bnaropapsi aHanu3y XypHana HacTpoMKa
UFW ctaHeT ropa3spo npoue.

Cbpoc HacTpoek.

Takxe, ecnu Bbl YTO-TO UCMOPTUNM B HACTPOMKAX M He 3HaeTe Kak
MCNpPaBUTb, MOXHO MCMONb30BaTb KOMaHOoy reset pns cbpoca HacTpoek [0
COCTOSIHUS MO YMOJIYAHUIO:

$ sudo ufw reset

OTKNw4YeHue.

Ecnn Bbl XOTUTE NOJNIHOCTbIO OTKAWYUTL UFW, pgng 3T0ro OOCTATOYHO
ncnonb3oBaTtb KoMaHay disable:

$ sudo ufw disable



MopTsl.

HacTtpouka UFW gna ny6nun4yHbii nopTaM Mo YyMOSTYAHMIO:

$ sudo ufw status

$ sudo ufw allow OpenSSH --// ssh

$ sudo ufw allow Samba --// samba

$ sudo ufw allow 80/tcp --// http

$ sudo ufw allow 443/tcp --// https

$ sudo ufw allow 873/tcp --// rsync

$ sudo ufw allow 3000/tcp --// Grafana

$ sudo ufw allow 5432/tcp --// PostgreSQL

$ sudo ufw allow 8007/tcp --// Proxmox Backup Server
$ sudo ufw allow 8112/tcp --// Deluge-web

$ sudo ufw allow 9090/tcp --// Prometheus

$ sudo ufw allow 9100/tcp --// Node Exporter

$ sudo ufw allow 10050/tcp --// Zabbix Agent passive
$ sudo ufw allow 10051/tcp --// Zabbix Agent active
$ sudo ufw reload

$ sudo ufw status

Ytobbl mocMoTpeTb 6a30Bble HAacCTpoOMKM MexceTeBoro skpaHa UFW MoxHoO
MCNOMb30BaTb KOMaHOy:

$ sudo ufw status

OpuMruHansl UICTOYHUKOB WMHPopmaLuM.
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